Internet Scam, Spam, and Phishing occurs on a regular basis.

- Be skeptical and cautious with your personal information.
- Do not provide your personal information via email or telephone.
  - Most legitimate businesses will not ask for personal information via email or telephone.
  - Call the business, using a legitimate or known phone number, to inquire about a request for your personal information.
- Use and maintain appropriate filters, blocks, and firewalls on your computer system.
- Do not follow links or call phone numbers provided in suspicious messages.
- Potential deals, offers, and benefits that appear too good to be true, probably are too good to be true.

Additional Resource:

Internet Crime Complaint Center